SECURITY – CLOUD-BASED AND DYNAMICALLY SCALABLE

Security as a Service (SecaaS)

ICT SECURITY FOR EVERY REQUIREMENT

Thousands of new malware programs are launched every day – and malicious attacks are constantly gaining in intensity and effectiveness. Security incidents always give rise to high risks and substantial costs. But there is an effective way to protect your business: security solutions from T-Systems. And the core services needed to save your ICT infrastructure from harm can be provided on demand from the cloud – with our Security as a Service offerings.

- Leverage our dynamic, cloud-based security services, based on transparent, easy-to-understand pricing.
- Our pricing examples illustrate just how affordable the cloud-based provision and operation of ICT security solutions can be.

WHAT CYBER DEFENSE MEANS TODAY

Professionals involved in organized crime, industrial espionage, and foreign secret services all use cutting-edge IT to mount assaults on company data. Their malware and methods of attack are evolving constantly. So it’s vital to continuously update your security systems in order to keep them state of the art and close up all the gaps. You can’t feel safe unless you’re poised and ready to respond to cyber sabotage round the clock. But all this ties up significant human and financial resources that are then unavailable for your core business tasks. So how can you keep your security technology and IT skills up to date? Keep abreast of the latest developments? And keep your costs in check?

With Security as a Service, you utilize key IT security components as dynamically delivered services – in line with demand, always up to date, and as variable costs.

* Non-binding pricing example (net). Firm quote upon request, and in accordance with project scope. Prices and availability may differ from country to country.

T·Systems
SECURITY IS A MUST FOR EVERY SUCCESSFUL BUSINESS

SECURITY AS A SERVICE (SECAAS)

We deliver ICT security services from certified, high-security data centers in accordance with European data-privacy and data-security regulations. T-Systems collaborates with leading technology providers, while remaining vendor-independent. Role-based access mechanisms plus digital identities and secure connections between your infrastructure and our SecaaS data centers deliver the highest achievable level of security. All security services come with a transparent, easy-to-understand pricing model with per-user or consumption-based pricing.

THE OFFERING – EXAMPLE PRICING FOR SECURITY SERVICES

- Endpoint security (desktop): €1.95* per user per month
- Endpoint security (mobile): €1.95* per user per month
- Secure mail services: €0.75* per account per month
- Secure web access services: €1.00* per user per month

SECURITY SERVICES AVAILABLE FROM THE CLOUD:

Endpoint security (desktop). Virus protection for desktops (Microsoft Windows) including anti-adware/spyware and desktop firewall.
- Rapid provisioning via customer center
- Customer self-service
- Automatic updates

- Demand-based provision and software management
- Customer self-service
- Over-the-air updates

Secure authentication. Secure identification and authentication of users based on tokens and text messages (SMS)
- Centralized Trust Center Service
- Customer self-administration service
- Charged on a per-user basis

Certification services. SSL/TLS certificates for secure Internet site.
- Automated ordering via the Internet
- Automated provisioning
- One-time charge to cover the certificate’s entire validity period

Secure web access services. Cloud-based proxy services for Internet access
- Virus protection, URL filtering, Web 2.0 protection
- User and group administration
- Charged on a per-user basis

Secure mail services. To protect email communications.
- Virus protection, spam filtering, quarantine services, etc
- Blocking of predefined file types attached to incoming and outgoing emails
- Charged per email account

SECURITY SERVICES DELIVERED AS ONE-OFF PROJECTS (IN THE FUTURE FROM THE CLOUD):

- Vulnerability scanning
- Firewalling
- Intrusion detection services
- CERT advisory services

AT A GLANCE: KEY BENEFITS

- Lower costs: You reduce the pressure on in-house resources and cut costs through usage-based pricing and eliminating expenditure on updates, release management, etc.
- Professional standards: You benefit from the outstanding technical expertise and extensive experience of T Systems’ firstclass securitymarket specialists.
- Always on the leading edge: You gain access to security technology that’s guaranteed to be state of the art.
- Statutory compliance: Services meet Deutsche Telekom’s high standards in terms of product and service reliability, data protection, and compliance with German legal requirements.
- Flexibility: You can get started right away, and quickly scale your solution up and down in line with your business needs.
- Predictability: The pricing model is fixed and transparent, and you are only charged for services you actually use.

* Non-binding pricing example (net). Firm quote upon request, and in accordance with project scope. Prices and availability may differ from country to country.

DO YOU HAVE ANY QUESTIONS?
Internet: www.t-systems.com  
or send an E-mail to  info@t-systems.com
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