
Privacy & Data Protection

Manual
T-Systems México



Corporate Compliance

Privacy & Data Protection Organization
T-Systems México

Management Board

Data 
Protection 

Officer

Privacy & Data Protection 
Department

LBU TS México

Legal Affairs Department

Board of Directors



Privacy & Data Protection Organization
T-Systems México

 Board of Directors
 Alejandro Lopez de la Peña, President.
 Jorge Lezama, Secretary.

 Management Board: 

 Alejandro Lopez de la Peña, Managing Director.
 Jorge Lezama, Vice President Finance & Controlling.
 Laura Ceballos, Vice President Human Resources
 Carlos Renán Celaya Vargas, VP PU MIS  & PC and PU Head
 Daniel Malpica, VP Digital Cluster and PU Head
 Francisco Meneses, VP Sales

 Data Protection Officer:

 Jorge Lezama.

 Legal Affairs Department:

 Ernesto Rodríguez, Data Protection Manager.



Obligations of the Management Board in T-Systems 

México

The organization of Privacy & Data Protection in TSMX is assigned to the Data Protection Officer and to the Data Protection

Manager, who is responsible for the day-to-day operation of data protection activities within the company.

The Data Protection Officer (DPO) is responsible for setting up the Privacy & Data Protection activities and maintaining them

in the long term; T-Systems Mexico appointed the Vice President Finance & Controlling as DPO, who also serves as a Board

of Directors member and a Management Board member.

The DPO has the overall responsibility for Privacy & Data Protection in T-Systems México; his main responsibility is to

ensure Privacy & Data Protection within the company as well as the implementation and the methodological continuous

developments of the Privacy & Data Protection measures. The DPO is assisted by the Data Protection Manger in the day-to-

day operation.

The DPO reports directly to the Board of Directors and the Management Board of T-Systems Mexico.

Own obligation of 

executive care

Each member is personally 

responsible for ensuring his 

behavior complies with the 

applicable Privacy & Data 

Protection laws and the 

internal policies and processes. 

Horizontal Privacy & Data 

Protection responsibility

The overall responsibility 

implies that the Management 

Board supervises that their 

members abide by the privacy 

and data protection obligations.

Vertical Privacy & Data 

Protection responsibility

Selection, instruction, 

supervision of employees; 

appropriate vertical monitoring.



Data Protection Officer.

The Data Protection Officer is responsible for ensuring, within T-Systems Mexico, the compliance of the Binding
Corporate Rules Privacy (BCRP) and of all applicable local and global Privacy & Data Protection legal policies and
regulations.

Tasks and Responsibilities:

 Supervises for  the adequate personal data protection in T-Systems Mexico. 

 Ensures that the individual departments are advised on the statutory and/or Group-internal requirements and on 
data protection and privacy policy. 

 Involvement in the design of new products and services from the early stages to ensure that they are in harmony 
with the principles that are set out in in BCRP and in all legal policies and regulations. 

 Advises and identifies risks, provides relevant information and trains employees on Privacy & Data Protection 
issues.

 DPO reports directly to the Board of Directors and to the Management Board.

 Handles special categories of personal data.  He/She obtains the prior express consent of the data subject.



Data Protection Officer.

 DPO shall be informed without delay about any breaches (including suspicion of a breach) of data protection 
provisions and of the BCRP.  DPO must inform the Group Privacy Department in the case of incidents that are of 
relevance to more than one company.  The DPO shall also inform the Group Privacy Department if any changes 
are made to the laws applying for a company that are significantly unfavorable.

 The DPO is responsible for monitoring compliance with national and international data protection regulations and 
with the BCRP. In this regard, all departments are obliged to inform the DPO of appropriate developments and 
future plans.

 DPO is authorized to examine on-site all processing techniques that involve the use of personal data.

 DPO is authorized to use mechanisms which are identical throughout the Group, e.g. in the form of common data 
protection audits.

 DPO is responsible to respond to enquiries by the supervisory authority and to exporting the data within a 
reasonable period of time and to a reasonable extent and to follow the supervisory authority's recommendations.

 In the event of a change in the legislation applicable to TSMX, which might have substantial adverse effect on the 
guarantees provided by the BCRP, the DPO is the responsible to notify the change to the relevant supervisory 
authority.

 DPO must participate in TRT’s (Technical Review Team) in which the creation of products or services, or IT 
Systems is in scope of the TRT.
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Adherance to BCRP
 This Privacy Manual is a guidance for the Privacy Organization and TSMX’s

collaborators about the general rules contained in the BCRP and applicable
regulation (local and international).

 All the TSMX’s employees must observe all the provisions contained in the BCRP 
which shall be understood as the internal regulation with all the hierarchy with
legal effects to all the LBU




