Prisma Cloud protects your multi-cloud
Transparency, security and compliance for the successful cloud transformation of your IT and applications.

Tap the cloud’s full potential in a secure way.

Profit from the advantages of the cloud and operate your cloud-native applications in the certainty that Prisma Cloud safeguards them with comprehensive and continuous protection mechanisms.

Multi-cloud environments increase IT complexity. That is why security staff complain about missing transparency. It is more difficult to fulfill comprehensive security and compliance demands in dynamic cloud environments.

At the same time, protection must not only cover all cloud technologies and clouds, but also function for the entire life-cycle of an application.

This is where Prisma Cloud can help!

Key features:
- Central console for security management in multi-cloud infrastructures
- Comprehensive and consistent protection for the entire cloud technology stack
- Continuous monitoring and enforcement of central security guidelines

Advantages:
- Simplify compliance & governance in multi-cloud environments
- Reduce overhead and increase productivity in the cloud
- Secure introduction of new cloud technologies increases innovation ability
- Prevent cyber-attacks and data loss in the cloud

Prisma Cloud solution offerings

<table>
<thead>
<tr>
<th>When to use it?</th>
<th>Secure operation of cloud-native applications</th>
</tr>
</thead>
<tbody>
<tr>
<td>What is included?</td>
<td>Comprehensive and consistent protection for the entire cloud technology stack</td>
</tr>
<tr>
<td></td>
<td>Continuous monitoring and enforcement of central security guidelines</td>
</tr>
<tr>
<td>What support is offered?</td>
<td>Service: Monday to Sunday, 24/7</td>
</tr>
<tr>
<td></td>
<td>Reaction time: 30 minutes</td>
</tr>
<tr>
<td>How much does it cost?</td>
<td>€ 18,000 1)</td>
</tr>
<tr>
<td></td>
<td>For 100 Prisma Cloud credits 2)/year (details: <a href="https://www.t-systems.com/download/prisma-cloud-license-model">https://www.t-systems.com/download/prisma-cloud-license-model</a>)</td>
</tr>
<tr>
<td></td>
<td>12 months minimum contract term</td>
</tr>
</tbody>
</table>

Product only available to business customers. 1) Prices do not include VAT at the applicable rate. 2) 1 Credit = Consumption credit in a certain lot size. Additional booking possible.
Product features:

Asset Discovery & Identification:
- Monitor cloud inventory in real time
- Monitor changes in the security posture
- Prioritization of alarms

Governance & Compliance:
- 600+ out-of-the-box governance policies
- Over-arching monitoring of cloud-native applications, cloud accounts and regions
- One-click reporting for compliance standards

Threat Detection & Investigation:
- Monitoring of user, network and resource activities to detect anomalous behavior and threats
- Drill down into incidents with visualized queries and analyze blast radius

Automated Response:
- Auto-remediate risky configurations from the Prisma Cloud console
- Trigger security orchestration playbooks for immediate incident response*

Data Protection:
- Gain complete visibility into your data across public cloud storage
- Detection of flawed configurations in cloud-storage services to avoid accidental data exposure

Network Security:
- Multi-layer network and workload security with inline and distributed firewalls
- Cloud-native, identity-based micro-segmentation

Vulnerability Management:
- Detect vulnerabilities in systems, images, containers, serverless functions, blob stores and IaC configurations
- Prevent deployment of images with vulnerabilities in container environments

CI/CD Integration:
- Integration in every CI/CD-workflow with IDE-native plugins and scanners
- “Shift left” quality gates with compliance and vulnerability tests for every build

IAM Security:
- Checking of MFA, SSH key and certificate configurations for all cloud resources

Cloud Security Posture Management
Monitor the security posture in the cloud, maintain compliance, identify threats and react to incidents.

Cloud Workload Protection
Protect workloads on host systems, in VMs, containers and serverless functions throughout the entire life cycle.

Cloud Network Security
Create visibility and use micro-segmentation to protect systems in the cloud from untrustworthy access.

Cloud Infrastructure Entitlement Mgmt
Manage secure identities and privileges for access to cloud workloads.

* additional SOAR Tools like Cortex XSOAR necessary