
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
New developments and strategies are interesting for all kinds of people, not just competitors. For almost every 
company, one of the greatest threats is the leakage of know-how to competitors. Equally serious can be the 
spying out of bidding documents and prices for orders. The continuous development of miniaturized 
surveillance electronics makes eavesdropping attacks increasingly easier and leads to an incalculable increase 
in the risk of eavesdropping for companies. The technology is becoming more and more affordable and can 
now be purchased by anyone and operated without technical understanding. 

 
MAKING YOU SECURE 

We check your premises to make sure you are protected 
against eavesdropping. Our experienced employees scan any 
sensitive rooms using the latest measuring technology to 
check for bugs or manipulation. The use of mobile x-ray 
technology means that nothing goes undetected. You receive 
a results report with specific recommendations for action to 
improve your eavesdropping protection. We will be happy to 
draw up an individual protection plan with you.

 
THE BENEFITS FOR YOU 

 
 We detect eavesdropping attacks in a targeted manner 

and provide specific information about eavesdropping 
protection in your sensitive meeting rooms. 

 You will be given a detailed results report and specific 
recommendations for action.  

 Our service is modular and can be structured according to 
your needs. 

 Certified Security Provider 
 

EAVESDROPPING PROTECTION 
PROTECT YOUR BUSINESS AND TRADE SECRETS 
EFFECTIVELY NOW 
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EAVESDROPPING PROTECTION 
IMPLEMENTED PROFESSIONALLY BY 
EXPERTS 

 
 

 
 
 
  
 
 

 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

   
 
 

 
 

HIGH FREQUENCY SCAN 
We use our high frequency scan to check 
your premises for active wireless 
transmitters (bugs) using the latest 
measuring technology 

LINE AND DEVICE CHECK 
The line and device check detects any 
bugging or tampering in your 
communications infrastructure. A 
mobile x-ray system and telephone 
and line analyzers are used to carry 
out the check. 

VISUAL INSPECTION 
A full visual inspection of your premises 
enables tapping devices that are not 
permanently active (e.g., voice recorders) 
to be found. We use the latest technical 
tools such as thermal imaging cameras, 
video endoscopes and semiconductor 
detectors. 

You can rest assured that your business secrets will remain secret once we have carried out our checks. Our professionalism will 
pay off for you. 
 

 HIGH-FREQUENCY INVESTIGATIONS 
 VISUAL INSPECTIONS 
 LINE INSPECTION 
 X-RAY EXAMINATIONS 
 THERMOGRAPHY 
 SEMICONDUCTOR DETECTION 
 SEALING TECHNIQUE 
 DOCUMENTATION OF RESULTS 

 

OPTIONAL  SERVICES 
 

 NOISE INSULATION  
 CONFERENCE MONITORING 
 
 
 

CONTACT 
WEB:  www.telekom.de/lauschabwehr 
PHONE:  + 49 800 9900777 
E-MAIL:  lauschabwehr@telekom.de 
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